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 Trust-Enabling Augmented-reality Support for information  Environments 

 Supporting human decision-making online through the use of trust metrics

 Providing users with a tool to measure information trustworthiness on the Web

 Incorporating the trustworthiness metadata in applications, and most importantly, 
presenting that information to the user in such a way as to tend to build trust and 
confidence in it where and only where deserved

Two buses have collided in London

on Scarman street! (@Andy)

Trustworthiness Definitely no collisions in Scarman

street! I’m there now! (by Frankie)

Trustworthiness



TEASE system

Developed metrics for 

measuring information 

infrastructure vulnerability 

(IIV). Assessing exposure to 

risks associated with 

technological vulnerabilities / 

threats 

Developed a policy-based 

approach to applying factors, 

and deciding how factor 

metrics should be combined

Developed metrics for measuring intrinsic trust 

factors such as information’s recency,  relevance, 

source competence,  reputation, corroboration, 

location, etc.



Key features

 Using quality and trust 

factors (e.g., 

competence, location, 

recency) to automatically 

assess information

 Allowing the definition of 

policies for filtering (e.g., 

‘blacklisted’ sources), to 

setup preferred factor 

importance levels, and 

combiner functions

Calculated sub-factor scores 

per item:

- Competence (Cm) – 25%

- Recency (Re) – 92%

- Proximity (Pr) – 80%

- III – 70%

Trustworthiness – 77% 

…

…

TW = ( 5 * Cm + 10 * Pr + 20 * Re + 10 * 
III )

(5 +10 + 20 + 10)

Facebook and Blogger 

content filtered

Content that will be assessed 

in terms of provenance, 

quality and III factors

Raw information

Source Filter

Scoring

Function based on

Factors

Combiner Function

(Aggregate Score Calculator)

Organisational

Policy 

& / or 

User Policy



 Similar to the approaches mentioned before, the aim in TEASE is 
to use visualisation as a technique to maximise comprehension of 
trustworthiness values.

TEASE system
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- Three levels of 

trustworthiness

- Real-world 

metaphor

- Many levels of 

trustworthiness

- Real-world 

metaphor

- Three levels of 

trustworthiness

- Emphasis on 

‘hiding bad stuff ’

- Many levels of 

trustworthiness
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What is the level of risk faced in 

this scenario?

 Combining social media information with trustworthiness visuals

allowed accurate judgements regarding scenes’  level of risk / threat 
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 To communicate large amounts of trustworthiness information along 
with content, word clouds are a viable option
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 Implement fully automated 
system

 TEASE provided a framework 
and a proof-of-concept, the next 
natural step therefore is the 
development of a full system

 User-based evaluation of the 
completed system

 Two-staged experimentation, 
assuming its application to a crisis 
situation:
 (i) usage of the system by responders in 

a controlled crisis scenario 

 (ii) usage in a real-world context, likely 
within a Emergency Operations Centre 
feeding relevant data to first responders
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