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• The Joint Research Centre

• Disaster Monitoring system

• Public Safety communications
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Joint Research Centre

Research-Based Policy Support

JRC - Robust Science for Policy Making

As a Directorate-General 
of the European Commission,
the JRC provides customer-driven 
scientific and technical support 
to Community policy making

Supporting citizen’s security, health
and environmental protection, safety of 
food and chemicals, alternative 
energies, nuclear safety, econometrics, 
prospective technologies…
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Joint Research Centre structure

~ 2800 staff ~ 300 M€/y budget 

(+ 40 M€/y competitive income)

Our Structure: 7 Institutes in 5 Member States
IRMM - Geel, Belgium
Institute for Reference Materials and Measurements

ITU - Karlsruhe, Germany
Institute for Transuranium Elements

IE - Petten, The Netherlands
Institute for Energy

IPSC - Ispra, Italy
Institute for the Protection and Security of the Citizen

IES - Ispra, Italy
Institute for Environment and Sustainability

IHCP - Ispra, Italy
Institute for Health and Consumer Protection

IPTS - Seville, Spain
Institute for Prospective Technological Studies
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Institute for the 
Protection and Security of the Citizen

Institute for the Protection and Security of the Citizen (IPSC)
(http://ipsc.jrc.ec.europa.eu)

The mission of the IPSC is to provide research results and to support EU policy-
makers in their effort towards global security and towards protection of European 
citizens from accidents, deliberate attacks, fraud and illegal actions against EU 
policies 

IPSC's core competencies are in the field of engineering and information 
technologies, including satellite image processing and analysis, open source 
information analysis, structural mechanics, risk assessment and nuclear 
safeguards. 
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IPSC work areas

Remote sensing 
and data analysis

Statistical 
modelling

Engineering, 
simulation & 
testing

• Critical 
infrastructures

• Traceability
• Nuclear

• Crisis 
management

• Agriculture control
• Maritime 

surveillance 

• Econometrics
• Composite 

indicators
• Sensitivity analysis
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Core competences

Our core competences are:
• Information and Communication Technologies

• Engineering

• Complex Systems

IPSC is an applied research and development institute, 
aimed at analyzing, modelling and developing new 
security applications. 

IPSC work is focused on method development, 
improvement and assessment, up to prototype 
implementation. IPSC does not perform any operational law 
enforcement nor control activity.
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Global Disaster Alert and 
Coordination System (GDACS)

• JRC Unit for Global Security 
and Crisis Management
– Preparedness
– Response
– Recovery
– Prevention
– Risk reduction

• Alert and response systems for 
natural disasters
– Real time systems: GDACS
– Physical and risk modelling
– Strong practitioners community
– Multidisciplinary scientific 

community
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Global Disaster Alert and 
Coordination System (GDACS)

• GDACS: system for 
international disaster 
response community
– Information gap in the initial 

response phase
Monitoring
Impact / risk analysis
Information integration

– 10000 active users of 184 countries
– Secretariat: OCHA

– Open access, standards
OGC, INSPIRE, Web2.0
GLIDE number

• JRC’s role: alert and monitoring 
system
– Earthquakes and tsunamis

13 scientific partners
Tsunami modelling
Impact modelling

– Tropical cyclones
2 scientific partners
Wind modelling
Impact modelling

– Volcanic eruptions, Floods
6 scientific partners
New scientific monitoring networks
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Disaster monitoring and alerting
GMES Workshop, Bulgaria
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Example 1
Chile earthquake and tsunami

• Sat 27 Feb 2010, 6:34 UTC
• 03:34 Chile night
• 01:34 New York night
• 08:34 Brussels new shift
• 15:34 Tokyo
• 22:34 (Friday) LA night

• Magnitude: 8.8M (very strong) 
• Depth: 35km (shallow)
• Tsunami generated

• Several strong aftershocks

• Location
• 113km from Concepcion

• 500000 people within 100km
• 3 million people within 200km

• Mountainous area
• landslides, hydro-dams

GDACS system (times relative to event)
23 min Detection of earthquake, but inaccurate
43min Detection of strong EQ through NEIC
53min GDACS Red tsunami Alert

GDACS report published on-line
53min SMS, Email, Fax alert sent to 11000 

users
all automatic



13

Example 2
Haiti earthquake

GDACS system (times relative to event)
collaboration of first responders

12 Jan 21:53
18 min GDACS/JRC red alert
1h GDACS Virtual OSOCC topic created
1h30 UNDAC Alert Message

<4h Media “no reports of casualties”
4h Media reports “many deaths feared”
18h Media reports “hundreds / thousands 

death”

16 Jan First satellite based damage map
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GDACS 
automatic and manual event analysis

GMES Workshop, Bulgaria
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Challenges for Wireless Communications 
in Public Safety

Interoperability barriers among the wireless equipment and systems of the various 
public safety organizations.

Public Safety responders need high communication bandwidth to transmit images 
and video. 

Public safety organizations must operate in uncertain conditions and difficult 
environments both at physical and spectrum perspective (interferences)

Public safety operations are usually unplanned and communications facilities are 
not guaranteed.

Public Safety users may not have the terminals related to the wireless networks 
existing in the emergency area.

Evolving Technologies and standards may cause the existing wireless equipment 
to become obsolete. Equipment lifecycle can be a problem.
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European projects on 
Public Safety communications

WINTSEC 
(Wireless INTeroperability for SECurity)

Crisis management for homeland security is a communication intensive process with 
involvement of many Public Safety agencies and actors, generally relying on their own 
procedures and communication systems.
Therefore, Public Safety agencies face communication interoperability challenges for day-
to-day operations and pre-planned responses, as well as responses to unplanned major 
incidents.
With the support of End-Users from 6 EU nations, WINTSEC explores a mix of 
complementary solutions to overcome the barriers for wireless interoperability across 
different agencies, taking into account the constraints of the security services and the legacy 
base.
In WINTSEC, the IPSC is the leader of the Certification Environment study, in Reference 
Implementations, Platform and Waveform Certification, Waveform Repositories and 
Certification Centre Networks.
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European projects on 
Public Safety communications

EULER (EUropean Software defined radio for wireLEss in joint security opeRations.

EULER collaborative research project gathers main 
European actors to demonstrate how the benefits of 
Software Defined Radio can be leveraged in order to 

enhance interoperability and fast deployment in case of 
crisis needed to be jointly resolved.

THALES France is the 
Project Coordinator

Operational requirements

Joint Operations with different agencies 
(possibly from different Countries)

Public safety organizations operate in 
unpredictable conditions also from the 
point of view of spectrum availability

Public safety operations are usually 
unplanned and communications 
infrastructures may not be available.

Public Safety operators may not have the 
interoperable terminals with the 
wireless networks existing in the 
emergency area.

Evolving Technologies and standards may 
cause the existing wireless equipment to 
become obsolete.

Limited budget for infrastructure/quipment 
upgrade

Different levels of security among agencies

Required capabilities

Flexible Spectrum 
Management
Flexible Spectrum 
Management

ReconfigurabilityReconfigurability

Backward compatibility 
with legacy equipment
Backward compatibility 
with legacy equipment

Software upgrade vs. 
hardware upgrade.
Software upgrade vs. 
hardware upgrade.

Support for 
multilevel security.
Support for 
multilevel security.

InteroperabilityInteroperability
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In EULER, IPSC is the 
leader of the User Requirements 
work package
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ETSI TC RRS

TC RRS shall have responsibility:

of standardization activities related to Reconfigurable Radio Systems encompassing 
system solutions related to Software Defined Radio (SDR) and Cognitive Radio 
(CR);

to collect and define the related Reconfigurable Radio Systems requirements from 
relevant stakeholders;

to identify gaps, where existing ETSI standards do not fulfil the requirements, and 
suggest further standardization activities to fill those gaps;

to deliver its findings in the form of ETSI deliverables as appropriate;

to provide ETSI with a major centre of expertise in the area of Reconfigurable Radio 
Systems.

Four working groups: WG4 focused on public safety.
Interoperability and broadband connectivity are still the main challenges
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Interoperability

Reconfigurable Radio Systems and Public Safety

Infrastructure Based

TETRA
PMR 1 PMR 2

RRS 
Base Station

Terminal Based

RRS Terminal

TETRA

PMR 1 PMR 2

GSM

Gateway Based

TETRA
Terminal

TETRA

PMR 1

PMR 2
GSM

PMR 1
Terminal

PMR 1
Terminal

TETRA 
switch

PMR 1 
switch

PMR 2 
switch

GSM 
MSC

Communications Gateway

Gateway Approach
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Broadband Connectivity

Spectrum usage patterns in commercial networks and PPDR 
can be quite different:

• Commercial networks have predictable spectrum usage patterns based 
on users habits (work, night/day). 

Average revenue per unit (ARPU) is the main requirement. 
Resilience and QoS are important, but mainly in relation to ARPU.

• Public Safety networks may need additional spectrum in consequence of 
unpredictable events (natural disasters) or predictable events (major 

event). 
Resilience, Security and QoS are critical requirements.
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Spectrum Sharing

A concept explored in ETSI TC RRS and TETRA is to increase spectrum 
utilization by spectrum sharing.

Public Safety would be the primary owner of the spectrum bands, but it would 
allow commercial users to use them or a portion of them during routine 

operations.
At the occurrence of a major event or natural disaster, Public Safety 

organizations would pre-emptively gain back the spectrum bands by notifying 
the secondary users (networks and terminals)

Public safety will be the “licensee” who will be in “control” of the sharing procedure

CommercialSharedPPDR PPDR
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TETRA-TETRAPOL Interoperability

The majority of the member states in Europe have, during the last 10 years, 
deployed public safety (PS) wireless networks based on TETRA and

TETRAPOL digital technology.

In comparison to commercial networks, which are fully interoperable, there are 
still interoperability barriers between TETRA and TETRAPOL networks.

In the Council Recommendation on improving radio communication between 
operational units in cross-border areas (Doc. 10141/09 ENFOPOL 143 

TELECOM 116 COMIX 421) of the 4-5 June 2009, the European Council 
therefore the need for interoperability between PS digital radio systems.

Border Security operations and the resolution of cross-national emergency 
crisis can be seriously affected by lack of interoperability.
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TETRA-TETRAPOL Interoperability

WORKSHOP
“Interoperable communications for Safety and Security ”

Organized by DG ENTR and JRC, supported by EUROPOL

JRC, Ispra (Va), Italy
June 28 & 29, 2010

Workshop objective:

The objective of the workshop is to identify the research activities and enablers, which 
can improve the interoperability and capabilities of public safety organizations in Europe.
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Many thanks for 
your attention

Gianmarco Baldini
Institute for the Protection and Security of the Citizen
Joint Research Center – European Commission
E-mail: gianmarco.baldini@jrc.ec.europa.eu


